Encryption
Checkpoint Endpoint Security with Full Disk Encryption is installed on your laptop.  This software limits who can log on to your laptop.  To do this it uses an additional login screen as below.
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This additional login screen expects your normal logon username as the User account name and your normal council password in the password box.
Start-up:  At the screen above, always ensure the SSO Active box is UN-TICKED (it will become ticked after you have put in your username).  

Password Change: Never Change Your Password On This Screen!  If you do it will not change your Windows password and you will have encryption and Windows passwords that are different.  Similarly, changing a password on any device other than your laptop will cause issues.  It may be necessary for you to take your laptop to ICT to resolve these issues.  
Ctrl Alt Delete Screen:  If you have unticked the SSO Active box your laptop will stop, allowing you to login as required below. 
If you are in a council office, login as normal at the ctrl-alt-del screen by entering your username and password.  

If you are working from home, connect to the VPN before logging onto the desktop using the anyconnect instructions.  Failure to do this may:


Stop Windows from telling you when you need to change your password.


Prevent Central Policies from applying to your laptop


Stop automated install of software.


Prevent configuration changes to fix issues and make your laptop more reliable. 

Cause pop up authentication boxes when using the internet, Outlook or Teams.

